Operations Security (OPSEC)

Identify, control and protect critical and generally sensitive, but unclassified information about our missions,
operations or activities to prevent exploitation by an adversary.

Protect 374" AW Critical Information and Indicators.
Increase OPSEC Awareness (Including Family Members).
Train 100% of Yokota Personnel.

Maintain Detailed OPSEC Continuity.

Being Mindful of what is posted on Social Media.
Not conducting work-related conversations in public places.

Only transmit information to a trusted person with a valid “need to know.”
Encrypt Emalils when sending Privacy Act, PIl, FOUO or Critical Information.
Protecting information that when put together reveals our objectives or intentions.
Shred all internally generated paperwork. Follow the Wings 100% shred policy.




